Authorization to Conduct

Adversary Emulation Activities

|  |  |
| --- | --- |
| To: | Name, title, organization |
| From: | Name, title, organization |
| Date: | Date |
|  |  |
| **Subject:** | **Authorization to Conduct Adversary Emulation Engagement** |

**Disclaimer: Please have this document reviewed by your legal counsel prior to using it for your own purposes.**

Personnel from <your organization> will conduct an adversary emulation engagement in order to assess and improve the cybersecurity effectiveness of <the client organization>.

This adversary emulation engagement entails red teamers executing specific cyber adversary tactics, techniques, and procedures (TTPs) described in the [MITRE ATT&CK® Framework](https://attack.mitre.org/), against the organization’s information systems, while also adhering to defined scope and rules of engagement.

In this manner, organizations can be made aware of critical vulnerabilities within their information systems and can be empowered to apply corrective fixes and/or compensating controls to improve their cybersecurity effectiveness.

This memorandum grants <your organization> permission to conduct adversary emulation activities during <engagement dates>.

By signing this document, I assert that I have the authority to grant permission to conduct this engagement.

Signature:\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

Name (Print): \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

Title: \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

Organization: \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

Date: \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_